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        Attachment B 
     Request for External Access 
 To TxDMV Information Systems 

Requesting Organization: _________________________________________________ Date: ____________________ 

Account Number/User Id: ___________________________________________________________________________ 

Please Check One:     Add     Change    Delete  

Employee Name:  _________________________________________________________________________________ 
 Last    First    MI 

Employee Signature: _______________________________________________________________________________ 

Approved By: _______________________________________________________________      ___________________ 
     Security Administrator (Printed Name and Signature)                                             Phone 

For TxDMV Use Only 

 Describe the information you need to access: 

Motor Vehicle Information 

 Describe the business need for the information and how the information will be used: 

Refer to Attachment A 

 Date___________________ Completed By_______________________________________________________ 

 Comments: 
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Information Resources Security Compliance 
and Confidentiality Agreement 

(VTR External User) 

Attachment C

I understand that the Texas Department of Motor Vehicles (“TxDMV”) collects and maintains confidential and privileged 
information and permits access to data containing confidential and privileged information by contractual agreement with 
external users not employed by TxDMV. 

I understand and agree that I will observe the standards of confidentiality that must be maintained as I exchange business 
and technical information and that unauthorized release of confidential information, or actions deemed negligent resulting 
in damages/loss of information resources1, will result in termination of my contract and may also result in legal action. 

I understand and agree that any and all information system password(s) or access procedure(s) I receive or devise for use 
with TxDMV’s information systems are confidential and reserved for official state agency business only. I will not disclose 
to any unauthorized person(s)2  any password(s) or access procedure(s) I am given or devise, and I will not post these 
procedure(s) or written password(s) where persons who are not authorized to use TxDMV’s system may view them. 
Attempts to access and utilize TxDMV’s information systems for other than their intended purposes may result in 
prosecution under the Computer Fraud and Abuse Act of 1986 as well as any other applicable statutes and regulations. 

I understand and agree that I am responsible for all information system transactions performed as a result of access 
authorized by the use of my password(s) or procedure(s). 

I agree not to attempt to circumvent information system security devices or procedures by using or attempting to use any 
transaction, software, files, or other resources that I am not authorized to use. 

I understand that intentionally failing to observe these requirements or intentionally bypassing them may constitute a 
breach of information systems security as defined in the Texas Penal Code §33.02 and may result in immediate loss of 
information system access. 

I agree to abide by all TxDMV information security policies, procedures, and practices as outlined in the External TxDMV 
User Policies, which are located at ftp://ftp.dot.state.tx.us/pub/txdot-info/isd/external_txdot_user_policies.doc 

I acknowledge receipt of this agreement, understand its contents, and agree to abide by the terms set forth herein. 
Additionally, I have been informed that questions regarding this agreement and/or issues related to the release or 
disclosure of confidential information should be directed to the director of the TxDMV’s Administrative Services Division. 

Signature Date 

Printed Name 

1 Information resources include computer systems, telephone systems, voicemail systems, fax systems, and regular mail 
systems as well as the procedures, equipment, and software that are designed, built, operated, and maintained to collect, 
record, process, store, retrieve, display, and transmit information, and associated personnel including consultants and 
contractors. 

2 Unauthorized person(s) include anyone who is not bound by a written confidentiality agreement. 

The Texas Department of Motor Vehicles maintains the information collected through this form. With few exceptions, you are entitled on request to be 
informed about the information that we collect about you. Under §§552.021 and 552.023 of the Texas Government Code, you also are entitled to receive 
and review the information. Under §559.004 of the Government Code, you are also entitled to have us correct information about you that is incorrect. 
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